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Improve the safety, security and efficiency Of Critical Operations.

Located in Helsinki, Finland and Dubai, UAE
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A FISH
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Crowdsourcing Network Information
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Common in commercial networks

How come not in Professional Networks?

Collecting User Experience and Network Data 
from End-User Devices

Dedicated 
network

No device 
supportSensitive 

data
User organisation 

interest?



CRITICAL NETWORK SERVICE
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“It just needs to work every time
I need it”

Technology may be evolving. The basic user need stays 
the same

Run

Build

Design

Monitor & Fix

Measure & Tune

Test &
Optimise

Will this be easier or more difficult to 
fulfil in the future?

Critical Network 
Problems become 
urgent if incidents 
occur:
- Proactivity
- Real-time 

information



What can we monitor?
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Network 
Elements

Transmission

Power

Alarms

Status

Performance

Usage Data

Radio 
Performance

System Health
Vs

Does it serve the 
users

Coverage

Capacity

Services

Crowdsourcing closes the monitoring gap.

Holistic View of the Service

NMS Domain User Domain

Latency

Data Strategy?



The public? Who is in the 
same pond?

Field force

Which crowd can we source?
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Other public sector 
agencies?

4G

SDS

Network Operator

User Organisations

Dedicated App or embedded in Apps

TETRA



Daily service monitoring and data 
collection

Incident Support(Proactive) problem solving

Analytics & Proactive Problem Solving  

Detect when something 
is fishy

Ensure comms at the 
scene!

Users: verifying problems 
in their area

Service Level Baseline 
Data

Learn what is normal

Rule based alerts

Anomaly detection

Network Operations

See what is really 
happening

Predictions

TARGET OUTCOME:
Users: More reliable communications service.
Operator: Improved operational efficiency.



Challenges

Tuning the algorithms to give relevant notifications. Can get noisy…  

Deploying the data collection to relevant terminals. Creating the ”sensor network”. 

Agreeing on data sharing with user organisations. Goes both ways. How anonymous is it?

Identifying WHAT TO DO with the notifications! 



Dealing with important issues before they become urgent



THANK YOU!
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